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1. Présentation et comparaison des outils de déploiements 
 

1er Outil de déploiement :  

Comme premiere méthode, nous avons choisie d’utiliser le déploiement WDS (Windows 
Deployment Services) pour installer sur les nouveaux postes reçus. Windows Deployment 
Services (WDS) est un service de déploiement de système d'exploitation Windows qui permet aux 
administrateurs informatiques de déployer automatiquement des images de système 
d'exploitation sur des ordinateurs clients via le réseau.  

2ème Outil de déploiement :  

Comme seconde méthode, nous avons choisie d’utiliser le Microsoft Endpoint Configuration 
Manager. Microsoft Endpoint Configuration Manager (anciennement connu sous le nom de 
System Center Configuration Manager ou SCCM) est une solution de gestion de systèmes 
développée par Microsoft. Elle permet aux administrateurs informatiques de gérer l'infrastructure 
informatique d'une organisation, notamment le déploiement et la gestion des systèmes 
d'exploitation, des applications, des mises à jour logicielles et des configurations sur un grand 
nombre d'appareils. 

 

Comparaison : 

Windows Deployment Services (WDS) : 

 Objectif Principal : Déploiement d'images de système d'exploitation Windows. 

 Fonctionnalités : Principalement concentré sur le déploiement d'OS via le réseau (PXE). 
Automatisation : Moins d'automatisation et de personnalisation par rapport à MECM. 

 Complexité : Moins complexe, adapté aux déploiements plus simples.  

 

Microsoft Endpoint Configuration Manager (MECM) :  

Objectif Principal : Gestion complète des systèmes, y compris le déploiement d'OS, la gestion 
des applications et des mises à jour.  

Fonctionnalités : Offre une gamme étendue, y compris la gestion approfondie des configurations 
et des applications.  

Automatisation : Permet une automatisation avancée à travers des séquences de tâches, adapté 
à des besoins complexes.  

Complexité : Plus complexe, adapté aux grandes entreprises et aux besoins de gestion étendue. 
En résumé, WDS se concentre sur le déploiement d'images d'OS de base, tandis que MECM offre 
une solution complète de gestion des systèmes, adaptée aux entreprises ayant des besoins plus 
avancés en matière de gestion des configurations, des applications et des mises à jour. 
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2.  Procédure d’installation de l’outil de déploiement 
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3. Note aux utilisateurs pour les bonnes pratiques 
 

Introduction 

La sé curité  dés informations ést d'uné importancé capitalé pour Assurmér. En tant 

qu'utilisatéur d'un ordinatéur fourni par l'éntréprisé, vous é tés résponsablé dé la 

protéction dés informations sénsiblés ét confidéntiéllés. Cétté charté é noncé lés politiqués 

ét lés résponsabilité s lié és a  l'utilisation dés ordinatéurs dé l'éntréprisé. 

1. Responsabilités de l'Utilisateur 

1.1. Mot de passe et Authentification 

• Chaqué utilisatéur ést résponsablé dé la mé morisation dé son mot dé passé, 
célui-ci doit réspéctér lés ré glés mis én placé par notré sérvicé informatiqué basé s 

sur lés récommandations dé la CNIL ét dé l’ANSSI. 

• Né partagéz pas vos informations d'idéntification avéc d'autrés pérsonnés. 

• Contactéz immé diatémént lé sérvicé informatiqué én cas dé pérté ou dé 

compromission du mot dé passé. 
1.2. Utilisation Appropriée 

• Lés ordinatéurs dé l'éntréprisé doivént é tré utilisé s uniquémént a  dés fins 

proféssionnéllés ét non pérsonnéllés. 

• Il ést intérdit d’installér dés logiciéls ou dé sé connéctér a  dés sités non sé curisé s. 

2. Protection des Informations 

2.1. Données Sensibles 

• Né stockéz pas dé donné és sénsiblés sur l'ordinatéur local sans autorisation 

du sérvicé informatiqué. 

• Utiliséz dés solutions approuvé és par lé sérvicé informatiqué pour lé stockagé  

ét lé partagé sé curisé  dés informations. 

2.2. Sécurité des Communications 

• Utiliséz dés canaux sé curisé s pour lés communications proféssionnéllés. 

• Né partagéz pas d'informations confidéntiéllés par é-mail non sé curisé . 

 

3. Mises à Jour et Sécurité Logicielle 

3.1. Mises à Jour 

• Mainténéz lé systé mé d'éxploitation, lés applications ét lés logiciéls dé sé curité  a  

jour. 

• Suivéz lés diréctivés du sérvicé informatiqué pour lés misés a  jour. 

 

3.2. Logiciels Antivirus et Antimalware 
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• Assuréz-vous qué lé logiciél antivirus ést activé  ét a  jour. 

• Signaléz immé diatémént tout comportémént suspéct a  l'é quipé informatiqué. 

4. Perte ou Vol de l'Ordinateur 

4.1. Signalement 

• Signaléz immé diatémént la pérté ou lé vol dé l'ordinatéur a  l'é quipé informatiqué 

ét a  votré supé riéur hié rarchiqué. 

• Collaboréz pléinémént avéc lés énqué tés intérnés. 

5. Respect de la Vie Privée 

5.1. Utilisation Responsable 

• Réspéctéz la vié privé é dé vos collé gués én é vitant l'accé s non autorisé  a  léurs 

donné és. 

• Pour é vitér lés accé s non autorisé s, véilléz a  bién vérrouillér votré ordinatéur avant 

dé lé quittér. 
6. Sanctions pour Non-Respect 

6.1. Conséquences 

• Lé non-réspéct dé cétté charté péut éntraî nér dés sanctions disciplinairés, y 

compris la ré vocation dés privilé gés d'accé s aux systé més informatiqués. 

Conclusion 

En accéptant cét ordinatéur, vous accéptéz dé réspéctér lés politiqués é noncé és dans cétté 

charté. Assurmér sé ré sérvé lé droit dé méttré a  jour cétté charté én fonction dés 

é volutions téchnologiqués ét dés bésoins dé sé curité . 
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4.  Gestion de la remise des nouveaux équipements 

4.1. Mail adressé aux utilisateurs 

 

Mails partagés aux collaborateurs d’Assurmer, à l’équipe IT ainsi qu’à la DSI 
concernant l’acquisition des nouvelles machines. 
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Seconds mails partagés aux collaborateurs pour le planning de récupération des 
machines. 
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4.2. Planning du mois de janvier 

 

Tableau des 

horraires.xlsx  
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